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1. Introduction
In the CT4#51-bis, agreement was reached on MME failure. According to the compromise solution, the SGW triggers DDN with IMSI towards the MME if SGW has detected that the MME has restarted. MME can then page the UE based on the IMSI received in the DDN message. 

However the compromise solution did not take into consideration the issues when ISR is enabled for the UE.
2. Problem Statement
When the UE and the network have activated ISR, the UE can roam within the TAI list area provided by the MME and the RA provided by the SGSN without any signaling towards the core network. The SGW has a S11 interface towards the MME and a S4 interface towards the SGSN for the same UE. 
The section 6.5.2.1 of the TR 23.857 provides a solution for this case. The solution mainly involves SGW and SGSN to detect the failure independently and deactivation of ISR by both SGSN and SGW. This however does not work because the UE is not aware of the change in ISR status and may still roam into LTE area (where it can receive no service due to MME failure). If a downlink packet arrives on a marked bearer when the UE is in LTE area, the UE cannot be paged.
Conclusion 1: Unanimously disabling the ISR and deleting the S11 context does not provide the complete solution. The S11 context needs to be maintained till the UE has been informed of the new ISR status (which will occur when the next attach or RAU occurs)

According to the current solution, when SGW detects the MME failure, it maintains only a subset of bearers while deleting rest of the bearers. However when ISR is enabled, the SGSN still contains the bearer context and can still provide full service to the UE as long as the UE is camped on UTRAN cell.

There are 2 options of handling an ISR enabled UE.

Option 1: The SGW marks certain bearers for which the MME needs to be send ‘IMSI DDN’. All other bearers are not deleted. When a packet comes on a non-marked bearer, the normal DDN is sent to SGSN only. When a packet arrives on a marked bearer, normal DDN is sent to SGSN while IMSI DDN is sent to MME. If the UE is in UTRAN network, it will respond with a normal service request in both the cases. The SGW behaves normally without deleting the S11 context. However SGSN which has also detected the MME failure will deactivate the ISR when the UE does a TAU. The SGW receives a Modify Bearer Request with ISR deactivated which is an indication for the SGW to delete the S11 context for the UE.

Option 2: Upon detection of MME failure, the SGW deletes all the non-marked bearers (same behavior according to compromise). Similarly, SGSN also deletes the UE context upon detection of MME failure. The SGW, upon receiving a downlink packet on a marked bearer, should send IMSI DDN to both the SGSN and MME. The UE is IMSI paged in both UTRAN and E-UTRAN. The context is deleted when the timer expires.

3. Conclusions

Option 1 is more efficient and provides better service to the UE. However, the solution is complex and behavior of a number of nodes have to be defined. Also, there might be corner cases where this solution might not work (as we have not analyzed this solution well enough).
Option 2 is a simple solution. However it increases the IMSI paging load unnecessarily (as both MME and SGSN will have to page even if only one of them have failed). However since this is the last meeting for deciding on the solution, we recommend the Option 2.
4. Proposal

Depending on the discussion, we can prepare CRs for the chosen solution. The options are:
1. Solution which keeps the SGSN context and service in UTRAN. SGW keeps S11 and S4 till UE can be explicitly informed of the ISR disabled status (Option 1).

2. Solution which deletes SGSN context and where SGW sends IMSI paging to both SGSN and MME. (Option 2).

3. Keeping the solution for ISR enabled UEs out of scope of this release.
C4-110642 provides a CR to 23.007 which implements the option 2. If we agree that option 2 is the best way forward, we can consider the CR.

Else, we propose to add the following 2 solution to TR 23.857.
* * * First Change * * * *

6.5.2.X
Solution 2 for MME/SGSN Failure Without Restoration
6.5. 2.Y.1
Description

When the SGW detects MME failure, for which ISR has been enabled, the SGW marks certain bearers for which the MME needs to be send ‘IMSI DDN’. All other bearers are not deleted. When a packet comes on a non-marked bearer, the normal DDN is sent to S4 SGSN only. When a packet arrives on a marked bearer, normal DDN is sent to SGSN while IMSI DDN is sent to MME. If the UE is in UTRAN network, it will respond with a normal service request in both the cases. The SGW behaves normally without deleting the S11 context. However SGSN which has also detected the MME failure will deactivate the ISR when the UE does a TAU. The SGW receives a Modify Bearer Request with ISR deactivated which is an indication for the SGW to delete the S11 context for the UE. 

* * * Next Change * * * *

6.5.2.Y
Solution 3 for MME/SGSN Failure Without Restoration
6.5. 2.Y.1
Description
Upon detection of MME failure, the SGW deletes all the non-marked bearers (same behavior according to compromise). Similarly, SGSN also deletes the UE context upon detection of MME failure. The SGW, upon receiving a downlink packet on a marked bearer, should send IMSI DDN to both the SGSN and MME. The UE is IMSI paged in both UTRAN and E-UTRAN. The context is deleted when the timer expires.
* * * Last Change * * * *
